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UPCOMING EVENT
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UPCOMING EVENT
SCHEDULE

NOVNOV
6 - 86 - 8

DECDEC

66 -NUCA OF SWFL CLAY SHOOT TO BENEFIT
CONSTRUCTION ANGELS

1212 -NUCA OF SOUTHWEST FLORIDA HOLIDAY
SOCIAL - CHARITY HOPE 4 KIDS

-NUCA FALL LEADERSHIP CONFERENCE

JANJAN
2323 -NUCA OF SWFL INSTALLATION OF OFFICERS &

DIRECTORS

2025

FEBFEB
11 - 1211 - 12 -F.T.B.A. CONSTRUCTION CONFERENCE

MARMAR
77 -NUCA OF SWFL SPRING CLAY SHOOT

https://nuca.com/fall-leadership-conference/








2024 Fall Clay Shoot  

 Team Registration Form    
(Proceeds benefit Construction Angels) 

Team Entry Form:  NOTE:  Carts are issued first come basis, you may bring your own.

Contact:______________________________ Company:_______________________________ 

Phone:______________________ Email:___________________________________________  

Name of Shooters:  

1.____________________________________ 2._________________________________________ 

3.____________________________ ________4._________________________________________ 

**Please designate any shooters 16 years or under**      **Must have one experienced shooter on each team** 

_____NUCA Member Team of 4—$650          _____Individual Shooter $175   

_____Non NUCA -Member Team of 4-$800   _____Individual Shooter $225  

_____Green Bird Contest 5-Shots—$25 (2 Stations) 

_____Challenge Bird Contest—$5 per shot  

_____Raffle Basket Tickets (5) for—$10 

Total Amount Due $_____________ 

NUCA of Southwest Florida,  P. O. Box 62207, Fort Myers, FL  33906 
nucaswfl@gmail.com 

Clay Shoot Rules & Info 

 Liability Waiver Required 

 Shotgun must have a barrel length minimum 

of 20 inches 

 Safety meeting is mandatory 

 Training available 

 (appt.  required) $150/hour 

 Tie Breaker–1 person from the tied teams 

shoot off 

 Rental Guns Available 

 Friday, December 6th, 2024 

     40571 Bermont Rd, Punta Gorda, FL 33982 

Registration: 8:00 A.M. 

Safety Talk: 8:30 A.M. 

Shotgun Start: 9:00 A.M. 

NUCA SWFL MEMBER COST: $650 per (4) Person Team 

NON-MEMBER COST $800 per (4) person Team  

(includes 100 targets, golf cart, light breakfast, lunch, 

beverages and awards)  

(Ammunition is not included) 



Thursday December  12th
Come One, Come All to NUCA of Southwest

Florida’s Holiday Social



Where: Crowne Plaza - Ft. Myers - Gulf Coast
 9931 Interstate Commerce Dr. 

Ft Myers, FL 
When: Thursday, December 12th 

6 - 8 PM
Appetizers will be provided. Drinks are on your own.

Please Bring Shopping Cards to be
Donated to Hope 4 Kids!
(Publix, Walmart, Target, etc.)

Hope 4 Kids helps provide for the needs of SWFL
children in foster care and for children in working

families who are struggling. The donated gift cards will
help to provide for these families during the holidays.

Visit HOPESWFL.ORG for more information

https://www.hopeswfl.org/


 

 

This Cyber Risks & Liabilities document is not intended to be exhaustive nor should any discussion or opinions be construed as legal advice. Readers should contact legal counsel or an insurance professional for 
appropriate advice. © 2022 Zywave, Inc. All rights reserved. 

 

10 Essential Cybersecurity Controls
Cyber incidents—including data breaches, ransomware 
attacks and social engineering scams—have become 
increasingly prevalent, impacting organizations of all 
sizes and industries. Such incidents have largely been 
brought on by additional cyberthreat vectors and growing 
attacker sophistication. As these incidents continue to 
rise in both cost and frequency, it’s crucial for 
organizations to take steps to address their cyber 
exposures and bolster their digital security defenses.  

Doing so not only helps organizations prevent cyber 
incidents and associated insurance claims from 
happening, but can also help them secure adequate 
cyber coverage in the first place. After all, the 
heightened severity of cyber incidents has motivated 
most cyber insurers to increase their premiums and be 
more selective regarding which organizations they will 
insure and the types of losses they will cover. As such, 
many underwriters have begun leveraging organizations’ 
documented cybersecurity practices to determine 
whether they qualify for coverage—whether it’s a new 
policy or a renewal—as well as how expensive their 
premiums will be. 

With this in mind, here are 10 essential cybersecurity 
controls that organizations can implement to help 
manage their cyber exposures. 

1. Multifactor Authentication (MFA) 
While complex passwords can help deter cybercriminals, 
they can still be cracked. To help prevent cybercriminals 
from gaining access to employees’ accounts and using 
such access to launch potential attacks, MFA is key. 
MFA is a layered approach to securing data and 
applications where a system requires a user to present a 
combination of two or more credentials to verify their 
identity for login. Through MFA, employees must confirm 
their identities by providing extra information (e.g., a 

phone number or unique security code) in addition to 
their passwords when attempting to access corporate 
applications, networks and servers. 

This additional login hurdle means that cybercriminals 
won’t be able to easily unlock accounts, even if they 
have employees’ passwords in hand. It’s best practice 
for organizations to enable MFA for remote access to 
their networks, the administrative functions within their 
networks and any enterprise-level cloud applications. 

2. Endpoint Detection and Response (EDR) 
Solutions 

EDR solutions continuously monitor security-related 
threat information to detect and respond to ransomware 
and other kinds of malware. They provide visibility into 
security incidents occurring on various endpoints—such 
as smartphones, desktop computers, laptops, servers, 
tablets, and other devices that communicate back and 
forth with the networks in which they are connected—to 
help prevent digital damage and minimize future attacks. 

Specifically, EDR solutions offer advanced threat 
detection, investigation and response capabilities—
including incident data search and investigation triage, 
suspicious activity validation, threat hunting, and 
malicious activity detection and containment—by 
constantly analyzing events from endpoints to identify 
suspicious activity. Further, these solutions provide 
continuous and comprehensive visibility into what is 
happening in real time by recording activities and events 
taking place on all endpoints and workloads. Upon 
receiving alerts regarding possible threats, organizations 
and their IT departments can then uncover, investigate 
and remediate related issues. 

As a whole, implementing EDR solutions is a critical step 
in helping organizations enhance their network visibility, 

In case you missed Cybersecuirty month, here are 
some timely risk management tips!  
 
Courtesy of 
Acentria Insurance 

Jonathan Brooke 
Vice President – Sales Producer  

239.270.5009 

Jonathan.Brooke@Acentria.com 

11215 Metro Pkwy | Bldg 1, Suite 4 

Fort Myers, FL 33966 
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conduct more efficient cybersecurity investigations, 
leverage automated remediation amid potential incidents 
and promote more contextualized threat hunting through 
ongoing endpoint data analysis. 

3. Patch Management 
Patches modify operating systems and software to 
enhance security, fix bugs and improve performance. 
They are created by vendors and address key 
vulnerabilities cybercriminals may target. Patch 
management refers to the process of acquiring and 
applying software updates to a variety of endpoints. 

The patch management process can be carried out by 
organizations’ IT departments, automated patch 
management tools or a combination of both. Steps in the 
patch management process include identifying IT assets 
and their locations, assessing critical systems and 
vulnerabilities, testing and applying patches, tracking 
progress and maintaining records of such progress. 
Patch management is necessary to ensure overall 
system security, maintain compliance with applicable 
software standards set by regulatory bodies and 
government agencies, leverage system features and 
functionality improvements that may become available 
over time, and decrease downtime that could result from 
outdated, inefficient software. 

From a cybersecurity standpoint, a consistent approach 
to patching and updating software and operating 
systems helps limit exposure to cyberthreats. 
Accordingly, organizations should establish patch 
management plans that include frameworks for 
prioritizing, testing and deploying software updates. 

4. Network Segmentation and Segregation 
When organizations’ networks lack sufficient access 
restrictions and are closely interconnected, 
cybercriminals can easily hack into such networks and 
cause more widespread operational disruptions and 
damage. That’s where network segmentation and 
segregation can help.  

Network segmentation refers to dividing larger networks 
into smaller segments (also called subnetworks) through 
the use of switches and routers, therefore permitting 
organizations to better monitor and control the flow of 
traffic between these segments. Such segmentation may 
also boost network performance and help organizations 
localize technical issues and security threats. Network 
segregation, on the other hand, entails isolating crucial 
networks (i.e., those containing sensitive data and 
resources) from external networks, such as the internet. 
Such segregation gives organizations the opportunity to 
leverage additional security protocols and access 
restrictions within their most critical networks, making it 
more difficult for cybercriminals to penetrate these 
networks laterally. 

Both network segmentation and segregation allow 
organizations to take a granular approach to 
cybersecurity, limiting the risk of cybercriminals gaining 
expansive access to their IT infrastructures (and the vital 
assets within them) and causing significant losses. 
When implementing network segmentation and 
segregation, it’s imperative for organizations to uphold 
the principle of least privilege—only allowing employees 
access to the networks they need to perform their job 
duties—and separate hosts from networks based on 
critical business functions to ensure maximum 
infrastructure visibility. 

5. End-of-Life (EOL) Software Management 
At some point, all software will reach the end of its life. 
This means manufacturers will no longer develop or 
service these products, discontinuing technical support, 
upgrades, bug fixes and security improvements. As a 
result, EOL software will have vulnerabilities that 
cybercriminals can easily exploit.  

Organizations may be hesitant to transition away from 
EOL software for a number of reasons, such as limited 
resources, a lack of critical features among new software 
or migration challenges. This is especially true when 
EOL systems are still functioning. However, continuing 
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to use EOL software also comes with many risks, 
including heightened cybersecurity exposures, 
technology incompatibilities, reduced system 
performance levels, elevated operating costs and 
additional data compliance concerns. 

As such, it’s clear that proactive EOL software 
management is necessary to prevent unwelcome 
surprises and maintain organizational cybersecurity. In 
particular, organizations should adopt life cycle 
management plans that outline ways to introduce new 
software and provide methods for phasing out 
unsupported software; utilize device management tools 
to push software updates, certifications and other 
necessary upgrades to numerous devices 
simultaneously; and review the EOL status of new 
software before selecting it for current use to avoid any 
confusion regarding when it will no longer be supported 
and plan for replacements as needed. 

6. Remote Desk Protocol (RDP) Safeguards 
RDP—a network communications protocol developed by 
Microsoft—consists of a digital interface that allows 
users to connect remotely to other servers or devices. 
Through RDP ports, users can easily access and 
operate these servers or devices from any location. RDP 
has become an increasingly useful business tool—
permitting employees to retrieve files and applications 
stored on their organizations’ networks while working 
from home, as well as giving IT departments the ability 
to identify and fix employees’ technical problems 
remotely. 

Unfortunately, RDP ports are also frequently leveraged 
as a vector for launching ransomware attacks, 
particularly when these ports are left exposed to the 
internet. In fact, a recent report from Kaspersky found 
that nearly 1.3 million RDP-based cyber events occur 
each day, with RDP reigning as the top attack vector for 
ransomware incidents. To safeguard their RDP ports, it’s 
important for organizations to keep these ports turned off 
whenever they aren’t in use, ensure such ports aren’t left 

open to the internet and promote overall interface 
security through the use of a virtual private connection 
(VPN) and MFA. 

7. Email Authentication Technology/Sender Policy 
Framework (SPF) 

Many ransomware attacks and social engineering scams 
start with employees receiving deceiving emails, such as 
those from fraudulent senders claiming to be trustworthy 
parties and providing malicious attachments or asking 
for sensitive information. To protect against potentially 
harmful emails, it’s paramount that organizations utilize 
email authentication technology.  

This technology monitors incoming emails and 
determines the validity of these messages based on 
specific sender verification standards that organizations 
have in place. Organizations can choose from several 
different verification standards, but the most common is 
SPF—which focuses on verifying senders’ IP addresses 
and domains.  

Upon authenticating emails, this technology permits 
them to pass through organizations’ IT infrastructures 
and into employees’ inboxes. When emails can’t be 
authenticated, they will either appear as flagged in 
employees’ inboxes or get blocked from reaching 
inboxes altogether. With SPF, unauthenticated emails 
may even be filtered directly into employees’ spam 
folders. Ultimately, email authentication technology can 
make all the difference in keeping dangerous emails out 
of employees’ inboxes and putting a stop to 
cybercriminals’ tactics before they can begin. 

8. Secure Data Backups 
One of the best ways for organizations to protect their 
sensitive information and data from cybercriminals is by 
conducting frequent and secure backups. First and 
foremost, organizations should determine safe locations 
to store critical data, whether within cloud-based 
applications, on-site hard drives or external data centers. 
From there, organizations should establish concrete 
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schedules for backing up this information and outline 
data recovery procedures to ensure swift restoration 
amid possible cyber events.  

9. Incident Response Planning 
Cyber incident response plans can help organizations 
establish protocols for detecting and containing digital 
threats, remaining operational and mitigating losses in a 
timely manner amid cyber events. Successful incident 
response plans should outline potential attack scenarios, 
ways to identify signs of such scenarios, methods for 
maintaining or restoring key functions during these 
scenarios and the individuals responsible for doing so.  

These plans should be routinely reviewed through 
various activities, such as penetration testing and 
tabletop exercises, to ensure effectiveness and identify 
ongoing security gaps. Penetration testing refers to the 
simulation of actual attacks that target specific workplace 
technology or digital assets (e.g., websites, applications 
and software) to analyze organizations’ cybersecurity 
strengths and weaknesses. In contrast, tabletop 
exercises are drills that allow organizations to utilize 
mock scenarios to walk through and test the efficiency of 
their cyber incident response plans. Based on the results 
of these activities, organizations should adjust their 
response plans when necessary. 

10. Employee Training 
Employees are widely considered organizations’ first line 
of defense against cyber incidents, especially since all it 
takes is one staff mistake to compromise and wreak 
havoc on an entire workplace system. In light of this, it’s 
crucial for organizations to offer cybersecurity training. 
This training should center around helping employees 
properly identify and respond to common cyberthreats. 
Additional training topics may also include organizations’ 
specific cybersecurity policies and methods for reporting 
suspicious activities. 

Because digital risks are everchanging, this training 
shouldn’t be a standalone occurrence. Rather, 

organizations should provide cybersecurity training 
regularly and update this training when needed to reflect 
the latest threats, attack trends and workplace changes. 

Conclusion 
In today’s evolving digital risk landscape, it’s vital for 
organizations to take cybersecurity seriously and utilize 
effective measures to decrease their exposures. By 
leveraging proper cybersecurity controls, organizations 
can help safeguard their operations from a wide range of 
losses and reduce the likelihood of related insurance 
claims. Furthermore, documenting these controls can 
allow organizations to demonstrate to cyber insurers that 
they consider cybersecurity a top priority, potentially 
increasing their ability to secure coverage. 

For more risk management guidance, contact us today. 
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Winners 

Net - F.J. Nugent & Associates
Gross - Denco Construction

Net - Rangeline Tapping Services
Gross - Advanced Drainage Systems #2

Net - Atlantic Pipe Services, LLC
Gross - Ferguson Waterworks #1



Straightest Drive

Longest Drive

Closest to the Pin

Chipping Contest
JD Leland

with
Flygt a Xylem Brand Team

Richard Dubois
with

South Florida Lift Stations Team

Garret Thompson
with

BC Underground Team

Garret Thompson
with

BC Underground Team



MAJOR SPONSORS
CORE AND MAIN
FORTILINE WATERWORKS
HASKINS, INC.
SMITH WEALTH MGMT-
MERRILL LYNCH
SOUTH FLORIDA LIFT
STATIONS
STAR PIPE PRODUCTS
DENCO CONSTRUCTION

BEVERAGE SPOSNORS
FLYGT A XYLEM BRAND
OLDCASTLE
INFRASTRUCTURE
VTC INSURANCE
GROUP
QUALITY PRECAST
SOLUTIONS

LUNCH SPONSORS
BERMONT MATERIALS
CORE AND MAIN
NEXTRAN TRUCK
CENTERS FT. MYERS
OLDCASTLE
INFRASTRUCTURE
RINKER MATERIALS
SOUTH FLORIDA LIFT
STATIONS
THOMPKINS
CONTRACTING

CART SPONSOR
FORTILINE
WATERWORKS

PUTTING CONTEST
DOBBS EQUIPMENT

BREAKFAST SPONSOR
LINDER INDUSTRIAL MACHINERY COMPANY



GREEN SPONSORS
MCWANE DUCTILE
SOUTH FLORIDA LIFT
STATIONS
CORE AND MAIN
GUYMANN
CONSTRUCTION
QUALITY PRECAST
SOLUTIONS
FOLEY PRODUCTS
DENCO CONSTRUCTION

TEE SPONSORS
MCWANE DUCTILE
ALTA EQUIPMENT
COMPANY
SOUTH FLORIDA LIFT
STATIONS
GUYMANN
CONSTRUCTION
CORE AND MAIN
BC UNDERGROUND

LONGEST DRIVE
SPONSOR

ACENTRIA INSURANCE

STRAIGHTEST DRIVE
SPONSOR

ACENTRIA INSURANCE

TENT SPONSOR
DYNAMIC EQUIPMENT
GROUP

CLOSEST TO THE PIN
SPONSOR

ADVANCED DRAINAGE
SYSTEMS

HOLE IN ONE SPONSOR
MCWANE DUCTILE

PRIZE/  RAFFLE SPONSORS
BC UNDERGROUND
CORE AND MAIN
SOUTH FLORIDA LIFT STATIONS



JONATHAN BROOKE
(ACENTRIA INSURANCE)

ANDREW STEELE
(KELLY TRACTOR)

DANIEL WIRTH
(RINKER MATERIALS)

DOMINICK STEFANACCI
(QUALITY PRECAST SOLUTIONS)

HEATH DRAPER
(LINDER INDUSTRIAL MACHINERY)

SCOTT FERRELL
(BC UNDERGROUND)

RHONDA CASON

CAILYN FINN



CHERYL RICCARDI
(ANDREW SITEWORK)

DAVE FENTON
(KELLY TRACTOR)

LAURA BERRY
(SOUTH FLORIDA LIFT STATIONS)

HEATH DRAPER
(LINDER INDUSTRIAL MACHINERY)

SCOTT FERRELL
(BC UNDERGROUND)

JONANTHAN BROOKE
(ACENTRIA INSURANCE)

DANIEL WIRTH
(RINKER MATERIALS)

MIKE CASON

DANIEL CASON

JAYDEN WISE

JENNIFER CASON

RHONDA CASON

CAILYN FINN



Waters of the United States Ruling
A team of attorneys from Carlton Fields recently successfully argued in front of 
the Southern District of Florida determining the scope of “the waters of the 
United States.” Our firm defended a property owner against a civil enforcement 
action brought by the U.S. Department of Justice, United States v. Sharfi (S.D. 
Fla.). Our clients filled wetlands on their property without a federal permit, and 
our defense is that the wetlands are not regulated under the Clean Water 
Act. This is one of the first cases to apply the recent U.S. Supreme Court case 
of Sackett v. EPA (2023). Sackett held that Clean Water Act jurisdiction over 
"adjacent wetlands" to those having a continuous surface connection to bodies 
that are "waters of the United States" in their own right, with no clear 
demarcation between the "waters" and wetlands. In other words, there must be 
no clear distinction between where the water begins and the wetlands end.

The Judge recommended that summary judgment should be entered for our 
client. Importantly, she agreed with our arguments that 1) man-made ditches do 
not count as “waters of the United States” unless they are usually wet, and 2) 
wetlands are only regulated if they have a continuous surface water connection 
to a “water of the United States,” such that they are indistinguishable, as in 
Sackett. These two holdings upend years of federal agency arguments that 
they regulate ditches and that a wetland is regulated if it simply abuts a ditch. 
This holding could lead to benefits for the construction industry and for NUCA. 
We will continue to monitor how similar cases play out, how courts interpret the 
rules and how the EPA and agencies respond.

Lucas Parsons, Carlton Fields



Your Advocacy Dollars at Work!
The NUCA Advocacy Team continues to
meet with key lawmakers to ensure Florida
remains a construction-friendly state. A
special thanks to the members of NUCA of
North Florida, Kathy Blackman, Tony
Zebouni and Marty Adams for taking the time
to meet with elected officials in the
Jacksonville area to discuss the issues
facing NUCA. The Advocacy Team met with
several lawmakers last week, including
future Speaker of the House of
Representatives, Sam Garrison, former
Representative and Senate candidate Tom
Leek, current Senator Clay Yarborough and
House candidate Kim Kendall.

The NUCA Advocacy Team also recently met
with several lawmakers in the Tampa area,
including Representative Danny Alvarez,
Representative Karen Gonzalez Pittman and
candidate for House District 70, Michael
Owen.

Supporting and meeting with business-
friendly candidates and lawmakers is
imperative to NUCA's continued success.
We still have a handful of candidate
contributions to distribute as we make our
final push toward election day on November
5th. Stay tuned for our 2023-2024 Election
Cycle Recap next month!

Want to support NUCA of Florida's Advocacy
efforts? Make a Donation to our Advocacy
Fund by visiting our website at
www.nucaflorida.org and clicking on the
"Make an Advocacy Donation" button at the
bottom of the Home Page.

Kari Hebrank and Kathy
Blackman with Representative
Sam Garrison in Ponte Vedra.

Lucas Parsons, Tony Zebouni,
Kathy Blackman, Kari Hebrank &
Marty Adams with Senator Clay
Yarborough.

Lucas with Representative
Danny Alvarez in Ybor City.





WELCOMENEWMEMBERS

New Member Campaign



Zach Thomas, Marketing
Manager

2310 Rockfill Rd
Fort Myers, FL. 33916

Phone: (239) 334-4987
https://www.dynamicequipmentgroup.com/

Zach Thomas, Marketing
Manager
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Fort Myers, FL. 33916
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https://www.dynamicequipmentgroup.com/
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Army Corps To Outsource Florida 404 Permitting 

n Im 

lbl Featured (https://floridaspecifier.com/category/featured/) 

BY STAFF REPORTS 

October 4, 2024 

A letter sent by the U.S. Army Corps of Engineers (Corps) this week indicates the 

federal government plans to hand off some portion of Florida wetlands permitting to a 

third-party contractor. 

The letter, dated Sept. 30, informs stakeholders that the U.S. Army Corps of Engineers 

South Atlantic Division has selected SES Energy Services LLC to support several 

divisions, including the Jacksonville District Regulatory Division, to review "various 

Department of the Army permit applications for proposed activities that are subject to 

Section 10 of the Rivers and Harbors Act of 1899 and/or Section 404 of the Clean Water 

Act." 

(https: / /floridaremediationconference. org/) 

The letter was sent by Travis Hughes, Bipartisan Infrastructure Law Program 

Manager/Technical Team Lead for the U.S. Army Corps of Engineers, based in Atlanta. 

SES Energy Services will work on proposed activities in Florida, North Carolina, South 

Carolina, Georgia, Alabama, and Mississippi. 

The announcement comes as legal challenges have plagued the 404 program in Florida 

since a court ruling in February. A federal District Court judge ruled that the Corps is to 

re-assume the program from the Florida Department of Environmental Protection 

following a lawsuit by several environmental groups. 

The program was transferred from the Corps to DEP in 2020 after the state requested 

authority to run the permitting process, which involves the discharge of dredged or fill 

material into federal waters. The court ruling was based on arguments from 

environmental groups that the U.S. Environmental Protection Agency acted illegally 

when it transferred authority to the state in 2020. 
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https://www.constructiondive.com/news/biggest-osha-fines-q3-2024-idaho-hangar/729357/
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Thank you Members and Sponsors for Your
Support!

Working Together For The Betterment Of
Our Industry.
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